02 00Db000bbO-0bh0O0 #684

ULPU-WG-PC-0019
2024-02-19 10:17 - Joy Liao

gd: Closed-00 O good: 2024-02-19
goo: Normal good: 2024-02-29
googd: ggo goodd: 100%
ono: good: 00000
gd:

oo

Description

A suspicious process read Isass memory. Adversaries often use this to steal credentials. If credentials were dumped, change your passwords and

review the process tree.

Command line

"C:\Program Files\Cybereason ActiveProbe\minionhost.exe" -p 4916 -rc a568ecb5-1d1f-44df-93c4-f6a5ffbc99bl -t 384

oo

#1-2024-04-30 10:46 -0 0O O
-00 O New-O O 00O 0O Resolved-00 O

#2-2024-04-3010:48 -0 0 O
-0000o0o0ooboono 100

#3 - 2024-05-03 14:13 - Joy Liao
-00 O Resolved-0 0 OO 0O Closed-00 O

2026-01-25
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