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gd: Closed-00 O good: 2024-02-15
goo: Normal good: 2024-02-15
googd: ggo goodd: 100%
ono: good: 0:3000
gd:

oo

Description

A suspicious process injected into another process in an unusual way. Investigate the process trees for the injector and injectee.

Command line

"C:\WINDOWS\system32\rundll32.exe"

D:\Users\ProgramData\Lenovo\Vantage\Addins\LenovoBatteryGaugeAddin\1.0.3.12\x64\LenovoBatteryGaugePackage.dll

UnloadBatteryGaugeFromExplorer

oo

#1-2024-02-1511:20-00 O
-0000 000 2024-02-15

-00 0 New-OO 000 Resolved-0O0 0O
-000b00 oogoO 100
-0000gooo30d

1.00 Lenovo O OO OO VantageO

D:\Users\ProgramData\Lenovo 0 0 0 0 0 0 Vantage(l O O

20000:000 TPHQ6WKS324

#2 - 2024-03-01 10:40 - Joy Liao
-00 O Resolved-0 0 OO0 Closed-00 O

2026-01-25
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