
02_資安事件及異常紀錄 - 非法入侵 #282

veolia - Incident - Fortinet authentication portal exposed - https://118.163.66.37:10443/remote/login?lang=en -
CLOSING(WC)
2023-09-28 13:33 - Joy Liao

狀態: Closed-關閉 開始日期: 2023-09-28

優先權: Normal 完成日期: 2023-10-15

被分派者: 弘政 黃 完成百分比: 0%

分類: 網路設備 預估工時: 0:00 小時

版本:    

概述

INCIDENT - CLOSING
��low��
Name:
Fortinet authentication portal exposed - https://118.163.66.37:10443/remote/login?lang=en
Service: ��CTI� �
Created at:
2023-07-12 11:31 CEST
Updated at:
2023-09-28 02:20 CEST
Severity:
��low� �
Reference:
9bd7e93d-d4a4-4752-825f-7ca6a5ed5d5c
Types:
��Cyber threat� �
Asset:
118.163.66.37
Path:
Veolia > VEOLIA Classique > Asia > China > China Taiwan > 118.163.66.37
Tags:
��TAIWAN� � ��Threat from IS� �
Qualification:
��confirmed� �Impacts:
��Unauthorized authentication� �

歷史
#1 - 2023-09-28 13:36 - Joy Liao

- 主旨 從 veolia - Incident - Fortinet authentication portal exposed - https://118.163.66.37:10443/remote/login?lang=en - CLOSING 變更為 veolia - Incident -
Fortinet authentication portal exposed - https://118.163.66.37:10443/remote/login?lang=en - CLOSING(WC)

#2 - 2024-02-19 10:59 - Joy Liao

- 完成日期 設定為 2023-10-15

#3 - 2024-11-21 09:53 - Joy Liao

- 狀態 從 New-新增 變更為 Resolved-解决

#4 - 2024-11-21 09:54 - Joy Liao

- 狀態 從 Resolved-解决 變更為 Closed-關閉
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