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veolia - Incident - SSH service exposed - 60.248.4.77:2222 - CLOSING(ULPU)
2023-09-28 13:32 - Joy Liao

uno: Closed-0 O good: 2023-09-28
goo: Normal gooo: 2023-10-15
googd: ggo goobod: 100%

go: gooo gooo: 0:000 0
uno:

oo

INCIDENT - CLOSING

O 0OlowO O

Name:

SSH service exposed - 60.248.4.77:2222
Service:

OocCTIO O

Created at:

2023-07-19 10:47 CEST

Updated at:

2023-09-28 02:20 CEST

Severity:

OOlowO O

Reference:
a4fd0361-73f5-427a-b8b3-fbbe9c615e40
Types:

O O Cyber threatd O

Asset:

60.248.4.76/31

Path:

Veolia > VEOLIA Classique > Asia > China > China Taiwan > 60.248.4.76/31
Tags:

O O TAIWANO O O O Threat from I1ISO O
Qualification:

O O confirmedd O

Impacts:

O O Unauthorized authenticationd O O O CIO/CISO policy hon-complianced O

oo

#1 - 2023-09-28 13:36 - Joy Liao

-0 0 O veolia - Incident - SSH service exposed - 60.248.4.77:2222 - CLOSING O O O veolia - Incident - SSH service exposed - 60.248.4.77:2222 -
CLOSING(ULPU)

#2 - 2023-10-03 15:04 - Joy Liao
-0o0d0ooooooooooao

#3 - 2024-02-19 11:05 - Joy Liao
-0000 000 2023-10-15

#4 - 2024-04-30 10:45-0 0 O
-00 O New-O O OO0 Resolved-00 O

#5 - 2024-04-3010:50-00 O
-000000o000 100

#6 - 2024-05-03 14:13 - Joy Liao
-00 O Resolved-0 0 OO O Closed-00 O

2026-01-25 171
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