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Asset Owner : TWBU
Priority: Low

Description:

Start Time: 2025-10-17 22:09:00 TST
End Time: 2025-10-17 22:12:00 TST

Customer Mame: Veolia

Rule Name: Fortinet_Firewall_Configuration_Change_Detected_Outside_Of_Business_Hours
Rule Description: This rule detects if any configuration is changed on the Fortinet firewall.

Priority: Low
Risk Score: 20

Log Type: FORTINET_FIREWALL
Event Type: USER_UNCATEGORIZED
Description: Configuration changed

Vendor Name: Fortinet
Product Name: Fortigate

Product Event Type: event - system

Product Log ID: 0100032102
Device: TahoWC-TN
Principal IP: 210.61.66.31

Principal Location State: Taipei City

Principal Country/Region: Taiwan
Principal Network ASN: 3462

Principal Network Carrier Name: data communication business group
Principal Organization Name: chunghwa telecom co. Itd.

Principal DNS Domain: hinet.net

Principal Administrative Domain: root

Principal User ID: barrytsai
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