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All domain users can modify GPO that will affect an OU containing domain admins.” Domain dominance is possible if adversary inserts
malicious scripts into the affected GPO, which will be automatically executed when users in the affected Ous logon. "It is imperative that the
permissions assigned to GPOs that will be applied to objects with high privileges be reviewed with the utmost care. These permissions must be
granted only for the minimum necessity.
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