
功能大項 功能小項 W&Jsoft Trustview

台灣原廠 台灣原廠

透明加解密

(不改變原有使用習慣)
V

V

虛擬磁區加密

檔案需限定在特定目錄存

取
全程加解密

(開啟、新增、另存、複

製、搬移檔案...)

V V

支援多樣格式 V V

Server支援平台
Windows

Linux
Windows

Agent支援平台

WinXP SP2, Win 2003,

Vista, Win7,  Win2008,

Win2012, Win8,

Win8.1, Win 10

Linux, WinXP SP2, Win

2003, Vista, Win7,

Win2008 Win 2012,

Win8, Win8.1
行動裝置Agent支援平台 iOS, Android, MAC iOS, Android, MAC
支援Thin Client使用模式

(Citrix, Terminal Client,

N-Computing…)

V V

複製貼上功能防護

(管理者可決定不同User與

App是否開啟防護)

V V

列印防護

(管理者可決定是否開啟防
V V

擷取畫面防護

(管理者可決定不同User與

App是否開啟防護)

V V

列印動態浮水印

(可顯示帳號、IP、時間...)
V

V

(只能固定)
螢幕動態浮水印

(可顯示帳號、IP、時間...)
V

V

(只能固定)
行為記錄追蹤

(開啟、編輯、移動、重新

命名、刪除檔案、列印)

V V

網路斷線預防機制

(防止網路斷線而造成無法

使用的問題)

V V

可不切換工作模式, 同時開

啟明文與密文檔案, 並防止

密文檔案內容被複製到明

文檔案

V

(明密文可同時開啟編輯

存取，明文依然為明文

， 密文依然為密文)

V

可設定工作目錄決定目錄

內的檔案自動加密, 目錄外

的檔案可以明文存取

V

V

但密文無法在加密目錄外

存取

可針對個別檔案設定權限

機密等級
V V

是否原廠

檔案防護



支援多金鑰授權

(可依不同部門或腳色設定

金鑰)

V X

主管審核 V V

遠端回收 V V

文件回收保留檔案
V

(檔案保留)
V

文件取消回收再發行 V X
Local自動備份原始檔並對

該檔案做保護
V X

解密時留存一份於Server V X

離線作業申請與審核 V V

離線作業代申請機制 V X
離線防護權限限縮

(降低離線操作風險)
V X

離線行為記錄追蹤

(開啟、編輯、移動、重新

命名、刪除檔案、列印，

等下次連線Server時，會

自動將記錄回傳Server)

V

(含明密文)
X

離線作業時間限制 V X

解密申請 V V
公司最高位主管申請，可

自動審核通過，並記錄
V X

可由主管設定自動核准 V X

檔案解密人員限制

(可由管理者指定特定人員)
V X

用戶端帳號登入模式 V V

用戶端固定電腦登入模式 V X

AD認證整合 V V

整合網域自動登入 V V

Web全功能管理介面 V X

使用者批次匯入機制 V V
彈性的權限管理

(更改使用者權限後不需讓

使用者重新安裝程式，或

重新派送程式，使用者只

需重新登入後即可套用新

V V

群組管理功能 V V

群組權限設定

(可繼承權限)
V V

個人化螢幕/列印浮水印設

定
V X

文件回收

檔案備份

離線作業檔案防護

檔案防護

檔案解密

登入模式

系統管理



系統管理者以角色區分

(可具備不同管理權限)
V V

顯示線上使用者 V X

授權使用狀況表 V V

管理者行為記錄表 V X

使用者行為記錄表 V V

主管審核記錄表 V X

權限設定一覽表 V X

有效權限一覽表 V X
日誌記錄的不可否認性設

計
V X

提供派送工具直接派送 V X

軟體更版Client自動更新

(可強制更新，或由User自

行決定手動更新)

V X

Server多站點資料同步

(若公司分散於各國各地區

，可採各地區連各自的

Server，但只需維護主

V X

History Log DB

(若為多站點架構，可將各

站點的log收集至一

History Log DB，並提供

V X

原生檔案流通

(不用轉換成圖形格式)
V V外包成exe

流通檔案嚴密防護機制

(只能看，不能將內容複

製、列印、擷取畫面)

V X

產生流通檔人員限制

(可由管理者指定特定人員)
V X

開啟時間限制 V V

開啟次數限制 V V

開啟電腦限制 V V

檔案銷毀機制

(超過時間、次數、電腦限

制的檔案會自動銷毀)

V V

可開啟加密檔，並進入檔

案唯讀模式，但平時寫入

檔案不會加密，增加導入

時的佈署彈性

V X

超級模式Client

 (不用轉換檔案, 內部使

用)

此為特殊Client，可以讀取

任何加密檔，並可寫入檔

案，寫入檔案後並不加密

，並且不需登入即可使用

，適用於公司某些高階主

V X

加密

(含機密等級/群組權限)
V X

解密 V V

轉流通檔案 V X

log紀錄 V V

作業方式
系統IO Event即運作

(不吃資源,較精準)
?

File Server自動管理工

具

流通 (for 供應商管制用)

系統管理

報表

安裝派送

分散式架構



檔案壓縮
提供加密編碼後的檔案壓

縮工具以降低File Size
V X


